|  |  |
| --- | --- |
| 1. **Old Computer -** should be the workstation being replaced, 2. Suggested **Data to Include**…   AppData,  Printers,  My Documents,  WallPapers,  Favorites,  My Pictures,  Desktop   1. **Save State Definition -** Browse to the directory intended; *example E:\Storage*. 2. **Profile Selection -** Preferred migration is all profiles logged in during the prior 90 days,   ***Action \*select the checkbox***   1. **Export all captured Data with Encrypt On!**   ***Action \*select the checkbox***   1. All other features of the export are optional. |  |

* The workstation architecture will be automatically queried and assigned so that the binary files are appropriately used,
* The selection of custom xml files has been disabled in this version because the use of certain xml files at the same time causes duplication of import files. - This is a mitigating security disable and it’s entirely possible future versions of the Migration Assistant will provide this feature. [*https://docs.microsoft.com/en-us/windows/deployment/usmt/usmt-best-practices*](https://docs.microsoft.com/en-us/windows/deployment/usmt/usmt-best-practices)
* Close all open applications before running the Migration Assistant
  + While volume shadow copies (/vsc) are active and can work around the locked files, *most times*, it is best practice to ensure the migration by closing applications prior.
* TM encrypted files (EFS) are also ignored and logged in version 1.4.1.
  + The files that are flagged as Team Member encrypted are logged with the rest of the logs and emailed according to the Email Settings tab.

**After running the import, you must log off for some settings, such as fonts and general registry settings to take effect.**